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Media Advisory
The Nevada Department of Public Safety’s Division of Emergency Management and the Department of Administration’s Enterprise IT Services are Joining the Department of Homeland Security to Create a Culture of Cybersecurity at Work
October is National Cyber Security Awareness Month (NCSAM) and The Nevada Department of Public Safety’s Division of Emergency Management and the Department of Administration’s Enterprise IT Services are joining with the Department of Homeland Security and its partners across the country to bring attention to the need for properly trained cybersecurity professionals capable of building and protecting secure Internet systems. 

Cyber is now the number one threat to United States national security. As large-scale data breaches happen on a regular basis and the number of incidents of cybercrime continue to rise year after year, there is an increasing need for educated and dedicated cyber professionals that will grow and learn with the pace of technology. Maintaining a cyberspace that is safer and more resilient requires a united effort.
Each week during National Cyber Security Awareness Month (NCSAM) state agencies will promote one of the five easy steps to learn about the actions you can take to make the Internet safer.
Step Two: Creating a Culture of Cybersecurity at Work

When in doubt, throw it out: Links in emails, tweets, posts, and online advertising are often the way cyber criminals compromise your computer. If it looks suspicious—even if you know the source—it’s best to delete the email or avoid clicking on the advertisement.

Get savvy about Wi-Fi hotspots: Limit the type of business you conduct on public Wi-Fi networks and adjust the security settings on your device.

Protect your finances: When banking and shopping online, check to make sure the websites are security enabled. Look for web addresses with “https://” or “shttp://”, which means the site takes extra measures to help secure your information.

Keep security software current: Having the latest security software, web browser, and operating system are the best defenses against viruses, malware, and other online threats. 
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Protect all devices that connect to the Internet: Along with computers, smartphones, gaming systems, tablets, and other web-enabled devices also need protection from viruses and malware.

Manage your passwords: Create strong passwords that are at least eight characters long and use letters, numbers, and symbols. Be sure to change them regularly.

Secure your mobile device: Be sure to set a screen lock that requires a password on your mobile device.

Protect your personal information: Limit the amount of personal information you post online, and use privacy settings to avoid sharing information widely.

Stop.Think.Connect.TM is a national public awareness campaign aimed at increasing the understanding of cyber threats and empowering the public to be safer and more secure online. DHS manages the Campaign in conjunction with the National Cyber Security Alliance (NCSA). For additional information about Stop.Think.Connect. visit www.dhs.gov/stopthinkconnect.
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