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Todayos Agenda

OEC Background and Public Safety Broadband Overview
I.  OEC Technical Assistance

[I.  Nationwide Public Safety Broadband Network (NPSBN) & FirstNet

[ll. State and Local Implementation Grant Program (SLIGP)

Establishing Coverage Objectives

.  State Overview

. Review OEC Baseline

M. Tail oring based on Stateds Needs

Identifying Users
I.  Eligible Users
[I.  User Identification
[ll. Data Collection Tools
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Acronym List

3GPP
BSA
CAD
CASM
CDP
DHS
ECPC
EPC
FirstNet
GIS
GoS
ICTAP
LMR
LTE
MDST
MOU
NCS
NECP

NGO

Third Generation Partnership

Baseline State Analysis

Computer Aided Dispatch

Communications Asset and Survey Mapping
Census Designated Place

Department of Homeland Security

Emergency Communications Preparedness Center
Evolved Packet Core or "Core"

First Responder Network Authority

Geographical Information System

Grade of Service

Interoperable Communications Technical Assistance Progral
Land Mobile Radio

Long Term Evolution

Mobile Data Survey Tool

Memorandum of Understanding

National Communications System

National Emergency Communications Plan

Non Governmental Organization

NIST
NPSBN
NPSTC
NTIA
OEC
PSAC
PSAP
PSCR
PTT
RAN
SCIP
SLIGP
SPOC
SOP
TA
TICP
UE

VOIP

VOLTE

National Institute of Standards and Technology
National Public Safety Broadband Network
National Public Safety Telecommunications Council
National Telecommunications & Information Agency
Office of Emergency Communications

Public Safety Advisory Council

Public Safety Answering Point

Public Safety Communications Research program
Push To Talk

Radio Access Network

Statewide Communications Interoperability Plan
State and Local Implementation Grant Program
Single Point Of Contact

Standard Operating Procedure

Technical Assistance

Tactical Interoperable Communications Plan

User Equipment

Voice Over Internet Protocol

VoiceOver Long Term Evolution
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OEC Background
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Office of Emergency Communications

Mission: OEC leads the

coordination of

interoperable emergency

communications at the Federal, State, local, and tribal levels and supports
national security/emergency preparedness communications.

A OEC expanded in Nov 2012 to
include several National
Communications System (NCS)
functions.

A OEC now includes:

I Architecture and Advanced Technology
Branch

I Communications Portfolio Management
Branch

i Policy and Planning Branch

i Public Safety and National
Security/Emergency Preparedness
Partnerships Branch

i Regional Coordination Branch
I Technical Assistance Branch
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Technical Assistance

Policy and Planning
Federal, State & Local Partnerships
Regional Coordination

Office of
Emergency
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Priority Services
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Approaches to OEC TA

A State-Requested TA

¢ Supports State/local interoperable communication
needs in multiple areas
A For example, operations, training, exercises, governance and
SOPs; engineering; CASM

¢ Supports State/local emergency communications
strategies: SOP ; guidelines; TICPs; SCIPs

¢ Furthers goals and objectives of NECP

¢ Submitted via SWICs

A National Priority TA Offerings
¢ Vary year to year
¢ Special TA focused on specific capability or »
stakeholder group, for example, NPSBN/FirstNet, Technical Assistance Catalog
Tri b a| N ati on outreac h Department of Homeland Security

Office of Emergency Communications

Version 3.1

A Automated Tools (www.publicsafetytools.info)
¢ Specially designed web-based tools assist
stakeholder/agencies with ongoing emergency
communications needs
¢ Features OEC-developed tools and stakeholder
inputs
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Public Safety Tools Website

ICTAP Public Safety Technical Assistance Tools

Welcome to the Public Safety Technical Assistance Tools Website
Interoperable Communications Technical Assistance Program

loolsl Resources I Training J PSToolsHelp | What's New (as of 12/09/2013) {
00K Resources f | Traming
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4 0 ! VG Galeways v
Mobile Data National Interop. - Audio Gateway Communications Unit
Survey Field Operations i 7 Training Materials Overview

Tool Guide & CBY Training

TP Infs
_'ll.x__/_/‘ 1

e N OF. )

p ; S, s Yer) rptel
et el el gt o X - — . .. __.‘:,-5—_/)._-_.-—__’—.7 3

Narrowband Narrowband Office of ' : Project Haw
License Status Summary Tracker Safety Broadband Emergency Overview
Tool Tool Network Communications Training
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Public Safety Technical Assistance : Engaging Tribal
Library Catalog, Request Communications Governments Overview
& Evaluation Forms Commission Presentation Presentation
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Controlled Access:

Communication Assets Response Level

T || e www.publicsafetytools.info
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OEC Consultation Prep Workshop

A On-Site workshop focuses on COMPLETED
preparing States for the AS OF 8/1
consultation process with
FirstNet

PLANNED

A Half day meeting is divided into
two components:

A Broadband 101
A Coverage / Users

A OEC provides various GIS
datasets to assist discussion on
public safety operational
coverage needs

American Samoa

A User Information is compiled L]

from FEMA, Department of L]
Justice, CASM and commercial [ Northern Mariana islands

]

]

Guam

databases
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Broadband Overview
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0p0

MessagingCAD RMS AVL Video

Land Mobile Radio
(UHF/VHF/800)

Commercial Voice
(2G/3G)

Data Applications
(LTE)

Coverage

Congestion
Site Outage

/ Current State: \
Public Safety —— MissionCritical
Competes with = NonMissionCritical
Public for Priority |-f,;,
MDT/ Laptop Smartphone Radio
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0p0

MessagingCAD RMS AVL Video

Land Mobile Radio
(UHF/VHF/800)

Commercial Voice
(2G/3G)

Data Applications
(LTE)

4 N

Immediate Goal:
Make Data Mission -
Critical for Public

Safety e
MDT / Laptop Smartphone Radio
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MessagingCAD RMS

AVL

Voice / Data Applications

Video \Voice

Land Mobile Radio
(UHF/VHF/800)

Long-Term Goal:

Develop Mission
Critical Voice
over LTE
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Planning for Convergence

CURRENT TRANSITION DESIRED EVOLUTION

Indefinite Time Frame Long Term

Land Mobile Radio Networks REQUIREMENTS
GENERAL

Mission Critical Voice o FUnEing - fun
S » Covernan

Vission Critical Data o Planning

iiliBroadkband Netwio
mmledizited)Spectrum (EehgT

y of Service

= Reliability
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The Proposed Solution

A Create next generation nationwide public safety wireless network
AProvide high data rates (fibroadbando)
A Use industry standards to enable interoperability for public safety

AAdopt fourth generation (A4Go) cell ul
of commercial development

A Leverage commercial equipment economies of scale while maintaining
public safety unique requirements

Nationwide Public Safety Broadband Network (NPSBN)
deploying Long Term Evolution (LTE)
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Key Challenges to Address

Spectrum

V Funding

Transition
from Existing
Mission Critical
Networks

Public Safety

Unique Challenges Governance
Requirements

Interoperability

National
Architecture
Approach
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Long Term Evolution (LTE)
Technical Highlights
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LTE Technical Highlights

A Considered to be one of the 4G standards (Wi-Max and HSPA+)

A Cellular standard that was designed for data first and not voice
¢ Inclusion of LTE standardized voice is a work in progress

A All-IP (Internet Protocol) architecture designed for low latency
A Potential for economies of scale by leveraging commercial market
A Inter-network mobility and interoperability with commercial carriers
A Flexible channel bandwidths of 1.4, 3, 5, 10, 15 and 20 MHz
A)
Ite

A High user data rates to support new applications

A Security and authentication mechanisms

A Priority and Quality of Service mechanisms

A Modern antenna techniques to support improved performance
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Basic LTE Network Components

A At a very high level, the

n etW or k h as 4 b asic Applications Switching Databases/
Components: i .  Warehouses
Services Processing Security

1. Core Network Evolved

Interfaces
to Other
Networks

Packet Core (EPC) or
ARCor eo TRANSPORT
2. Transport nB

3. Radio Access Network —
( RAN) or nARaj $&5T

4. User Equipment (UE) NETWORK
or fiUser Dev

Homeland
Security

Local
State
Federal
Internet
Others
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Core Network

FirstNet is responsible for building the enhanced packet core network, a key component for ensuring that users
have a single interoperable platform nationwide. The core network has six primary functions: it switches data,
processes and reformats information, stores and maintains data and keeps it secure. Applications and services and
operational and business support systems also reside in the core network. The core will interface with other state,
local and federal networks, including 911 and the Internet. Essentially, the core serves as a giant umbrella covering
all of the United States including the territories and the District of Columbia. The core is connected to radio access
networks in each state via the backhaul layer of the network.

Location IP multimedia Systems Applications
SERVICES Messaging  User ID Management Provisioning
Presence Push-to-Talk

* Content
* Local control
* NOC, SOC

ENHANCED Mobility Management Policy and Charging
PACKET Home Subscriber Registry  Serving Gateway Interconnect
CORE Packet Gateway Diameter Routing
S ————— N
Routers Leased Facilities (Fiber)
3 TRANSMISSION BACNEL Border Gateway
Dense Wave Division Multipliers
A Hardened Facilities Power Backup
CENTERS Redundant Transport HVAC
Security
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Radio Access Network (RAN)

The RAN portion of the network consists of the radio base station infrastructure that connects to user devices. RAN
includes cell towers as well as mobile hotspots embedded in vehicles that backhaul to the core network over
satellite or other types of wireless infrastructure.

Comprehensive RAN planning is required to optimize coverage, capacity and performance for a nationwide
network. Initial modeling has shown that tens of thousands of radio base stations are needed to cover ati: ‘%Iuss
~~ perteri e pdptirauan afiurute Ve fdringnway Sgsteis Fipliruon cuveragy an e won' ‘Sambe o’

safety. State by state, FirstNet needs to understand pubhc safety coverage needs.

Jurisdictional boundaries
Rural and unpaved roads (
Population scarcity

Critical infrastructure * Natural disasters

Inridont rata Fo N

‘:ﬁﬂtrg_,

Homeland
) Security

20



Device Considerations
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